🔐 Security Advisory: CVE-2025-5318

# 🔐 Security Advisory: CVE-2025-5318

## Executive Summary

An example vulnerability in the widget parser allows remote attackers to execute arbitrary code via a crafted input. This affects versions < 3.2.1.

## Key Dates

**Published:** 2025-06-01  
**Last Updated:** 2025-06-15

## Exploit Prediction Scoring (EPSS)

* Probability (30 days): **12.34%**
* Severity percentile: **78.90%**

## CVSS Metrics

| Base Score | Severity | Vector | Exploitability | Impact | Source | First Seen |
| --- | --- | --- | --- | --- | --- | --- |
| 9.8 | High | AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H | 2.8 | 5.9 | NVD | 2025-06-01 |
| 7.5 | High | AV:N/AC:H/PR:N/UI:R/S:U/C:H/I:H/A:N | 1.8 | 4.2 | Vendor | 2025-06-10 |

## CWE Details

**CWE-79:** Cross-site Scripting (XSS)

## References

* [NVD Entry](https://nvd.nist.gov/vuln/detail/CVE-2025-5318)
* [Vendor Advisory](https://example.com/security-advisory)
* [PoC on GitHub](https://github.com/example/repro)

This security alert was generated automatically from CVE Details.  
Please ensure mitigation actions are taken.